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Introducing User Management
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About User Management

e-Dialog User Management™ allows certain users of Precision Central to determine and assign
permissions that control what other users can do within the product suite. Permissions can control:

user-specific data such as title, department, phone, and e-mail
default values such as the local time zone

which database schemas are accessible (most e-Dialog clients use only one schema. This feature
provides additional control for clients having multiple schemas)

which Precision Central applications are accessible
which audience and suppression lists are accessible

which application-specific features are accessible (in applications such as Campaign Builder,
these features include access to database objects such as mailings and cells. Access control is
based on categories which are implemented in the form of user defined fields or UDFs)

Notes
" Each time a user attempts to perform an action, Precision Central verifies that the user has
permission to perform the action as explained in How Permission Checking Works (on page 7).
The privileges needed to grant and revoke privileges are described in How Roles Are Defined (on
page 8).
Permissions are arranged by application, and then are grouped within the application, as
described in Application Permissions and Preferences (on page 41).
In some cases, changing a permission changes the values of other permissions.

How Permission Checking Works

Permissions are assigned and organized in a hierarchy, as follows:

default Default permissions are set by e-Dialog
and are the same for all clients and
users.

client Client permissions are unique for each
client and include only the permissions
that are different from the default
permissions.
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user User permissions are unique for each
user or set of users and include only the
permissions that are different from the
default and client permissions.

When determining whether a user has a particular permission, User Management looks first in the set
of user permissions. If there is a value for the permission in the user permissions, User Management
uses that permission. However, if there is no value in the user permissions, User Management checks
the set of client permissions. If there is a value for the permission in the client permissions, User
Management uses that permission. However, if there is no value in the client permissions, User
Management checks the set of default permissions and uses that value. The following diagram
illustrates the process:

check user
permissions
value exists; novalue
use value exists
check client
permissions
value exists; novalue
use value exists

check default
permissions
value exists;
use value
How Roles Are Defined
The following table lists the User Management roles.
Role Description
Global Administrator e-Dialog employees who control the applications and

features available to client organizations

Domain Administrator User(s) within a client organization who can create other
users and assign permissions

User User(s) within a client organization who cannot assign or
change permissions
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A Global or Domain Administrator can:
" Create and edit users
Elevate a user to Domain Administrator status
Specify application access per user
Specify whether a user is active, inactive, or on hold (only active users have access to e-Dialog
applications)
Modify audience and suppression lists

Customization for Your Organization

e-Dialog configures Precision Central applications to meet your organization's specific preferences.
Also, to accommodate the different access needs of individual users, e-Dialog sets up individual
profiles based on user name. Your Professional Services Account Team helps to configure these
preferences during your initial set-up process.

For example, your organization may want to provide certain employees with the ability to upload new
audiences and assign these audiences to new users. On the other hand, others may only have the
ability to upload a new audience solely for their own use. Or, some employees may not be able to
send final e-mails, while other are allowed to do so.

Note: As a result of the modular approach, some of the functionality described in this document may
not apply to you.

System Requirements

Precision Central 7.0 requires:
" Microsoft Windows or Apple Macintosh OS X*
Adobe Flash Player 9.0.28 or newer

Adobe Flash Player is required only for Insight Builder, User Management, Precision Dashboard
and Data Director.

One of the following Web browsers:

§ Intemet Explorer 7 (http://www.microsoft.com/downloads/) on Windows
§  Firefox 3 (http://www.mozilla.com/en-US/firefox/) on Windows and Macintosh OS X*

* The middle scroll button of a Macintosh mouse may not work consistently in Precision Central 7.0.
This is a known issue in Adobe Flash Player.

Starting User Management

To start User Management:
1 Log in to Precision Central.
2 Select Administration > User Management.

See Setting Your Default Application in Introducing Precision Central 7.0 for instructions on specifying
which application appears when you log in to Precision Central.


http://www.microsoft.com/downloads/)
http://www.mozilla.com/en-US/firefox/)




Viewing a List of Users

In This Chapter

Getting a List of USers........oocccivmmmmnininncciesnnes s 11
Filtering the List of USers ........cccccimmmnniinnnannes 12

Getting a List of Users

When you start User Management, a list of users appears. The list includes each user's unique ID,
user name, full name, and role.

User Management

|5hn|.u-ir||g Active Users (Domain ﬁnle}l—“gt dES{:[iptiDn 'Cl:llumrl heading Filte#
Urar 14 leer Noema Narme Role Cchontriame |
51212821 [ ] Adrmin, DormainTeaClients i Crornam DEMD Client
E1T13714 o IDoe Dow, Jans ; Diormain DEMO Cliamt
G1210594 o Litert Task, LS ﬂ, Drormam CHEMS Climnd
ELlT1E238 ™ Lstestl? darnain, Litast ; Crormain DEMD Client
6113598 & LStestbI21 LStastB 3L £ Comain BEMD Client
ElZ12317 o Lstestd L5%asta i Crormain CEMD Client

selected/total

Hew uer .gn to current user I_ Edit lksnr ] _ Inherit Preferences ] _ Pemowe Blocking L3 |
[

-11 -
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To...

Do this...

Sort the list

Click the column heading by which you want to
sort. For example, to sort by name, click Name.
To sort in reverse order, click the column
heading again.

Narrow the list (on page 12) of users by
status and role

Click Filter.

Create a user (on page 15)

Click New User.

Change the information or permissions
for an existing user

Click Edit User.

Use the same preferences for this user
as for another user

Click Inherit Preferences.

Filtering the List of Users

You can limit the users that appear in the list by status and role.

To filter the list, from the list of users, click Filter.

-12-
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The filter panel appears:

u

User Management

Showing Active Users (Global Role) l Reset J | Search J l tlose |
Filter by
Status: Active i Role: | || Global Administrator
Hame: |_| Comain Administrator
L Usar
User Id User Namie LET T Raole Client Name
61212561 M GAZ23 Administrator, Global @) Global DEMO Cliant =
61212817 B GaS Adrainistrator, Global ﬁ Glabal DEMO Client
E61Z219674 'E GASSS GDA3EE, build4gs ﬁ Glabal CDEMO Client
51212554 o Ghalil Adrrin, Glabal ﬁ Global DEMOD Cliant
61212414 & GDAzZZZ L5Global, Leadmin ﬁ Global CEMO Cliznt
&1212557 o GDAI3IZ Adrnin, Global 6 Glabal DEMO Cliant g
61222102 @ LSbe31Ga G0A333, be3l a Global CEMT Cliant
61218475 B Pazzwerdl Pesase, Doug ﬂ Glab sl DEMO Client
61211454 o oYM Macdonald, ving ﬁ Glabal CDEMO Client
S63110 O dernousers dermouzard & Global DEMO Cliznt
21515920 M dzcandratt Scandrett, Douglas € Global DEMO Clisnt
4117393 O dsirndk Simeik, David @ Glabal DEMO Cliant
45117169 © glarocque LaRocque, Grace a Global DEMO Client
61278510 @ hjone: Janes, Huw ﬁ Glabsal CEMO Clisnt
64154515 o dlevina Levina, Irens & slobal DEMO Client
61212475 ™ ktrout Trout, Kilgore & Global CEMO Cliznt -
of 2z
Mew User Edit lser Inherit Preferences |. Remove Blocking J | L-II J
To... Do this...
Narrow the list by status Select the status from the drop-down. The list
and list description both update when you select
a status.
Narrow the list by first, last, Enter at least a portion of the first, last, or user
and user name name to find. The search is case-insensitive and
looks in both the User Name and Name columns.

-13 -
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Narrow the list by role Select the role(s) by checking the appropriate
check boxes.

View the entire list Click Reset.

Search for users who meet the | Click Search.
specified criteria

Minimize the filter panel Click Close.

-14 -




Creating Users
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Specifying Which Features Are Visible.............ccceeeennne. 24

Creating a User

To create a user, click New User.

When you create a user, you specify:

Identifying information (on page 16), such as name, user name, department, and so on
Which clients (on page 17) are visible to the user

Which e-Dialog applications (on page 18) are visible to the user

Which features (on page 24) of the visible e-Dialog applications the user has access to
Which audience (on page 20) lists are visible to the user

Which suppression lists are visible to the user

o o WODN B

To create a user that uses the permissions assigned to an existing user, click Inherit Preferences.

-15-
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Providing User Information

User Management > New User

These settings allow you to maintain your own username and password.

Role: l& User - J

Status: l M Active - J

First Mame:

Last Mame:

User Mame: =

Password: 53535335355

Tite:

Departtment: l b J

Phone: Extension:

Email Address:

l Cancel J < Back l Next = J l Finish J

To provide user information:
1 Assignarole.

For most users, you select User as the role. However, if you want the user to be able to create and
update users, assign them to the Domain Administrator role.

2 Assign a status.

Usually, you select the Active status. However, if you do not want the user to have access to the
applications, features, and audiences, you specify Inactive or On Hold as the status. Generally,
you select Inactive to deny access to a user permanently; On Hold is for temporary use.

3 Provide information about the user, including:
§ First and last name
§ User name
Note: The user name must be unique.
§ Title and department

-16 -
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§ Contact information, including phone number and e-mail address.

4 When you have completed providing the information, do one of the following:
§ Click Finish to create the user.
§ Click Next to specify additional preferences.
§ Click Cancel to go back to the list of users without creating this user.

Specifying Which Clients Are Visible

Configure which clients are visible to the user.

Add

Filter

Visible Clients

CEMO Client [Default]

e-Dialog

Typically, you make one client visible to a user; however, you can make multiple clients visible to a
user. All of the clients in the list are visible to the current user.

Note: The Filter button is visible only to Global Administrators.

| Cancel |

I. < Back JI. Mext = _I

o/ z

I. Finish J

To... Do this... Details
Add a client to the list of 1 Click Add. The clients that appear in the
visible clients 2 Select the client(s) to list are those that you have

add to the list.

permission to see.

Make a client invisible to the
user

Highlight the client.
Click Delete.

Make the selected client the
one that is visible to all
users that you create by

N RPN -

Highlight the client.
Click Use As Default.

You can make clients other
than the default visible or
invisible for each user.

-17 -
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| default

To specify which clients are visible:
1 Perform one of the actions in the previous table.

2 Do one of the following:

§ Click Finish to create the user.
§ Click Next to specify additional preferences.
§ Click Cancel to go back to the list of users without creating this user.

Specifying Which Applications Are Visible

User Management > New User

Add

¥Yisible Applications
Content Director
Precision Dashboard
[rata Direckor
e-Reports

Help

Foll Builder

Welcorne

Default Application: [ Precision Dashboard

Configure which Precision Central applications are visible to the user.

v

Filter

l Cancel J l < Back Jl Next = J [ Finish J

You select the applications that the user can see from the list of Visible Applications.

Note: The Filter button is visible only to Global Administrators.

To...

Do this...

Details

Add an application to the list
of applications that are

1 Click Add.
2 Select the application(s)

Only the applications that
are visible to you appear

-18 -
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visible to the user

to add.

in the list. This means that
you cannot give a user
permission to use an
application that you don't
have permission to use.

In addition, if the default
list does not include all of
the possible visible
applications, you can add
an application to make it
visible to a particular user.

Remove an application from
the list of applications that
are visible to the user

1 Select an application.
2 Click Delete.

To select multiple
applications, select one
applications, and then
while holding down the
Ctrl key, select another
application.

To select multiple
contiguous applications,
select the first application,
and then while holding
down the Shift key, select
the last application to
select.

Set the list of applications as
the default list for
subsequent users

1 Addand remove
applications so that the
list includes the
applications you intend.

2 Click Use As Default.

The default list includes
the applications you want
to be visible to most
users. You can then add
or remove applications to
make them visible to
specific users.

Narrow the list of
applications that appear in
the list

1 Click Filter.

Check the applications
you want to make visible.

3 Click Apply.

This list is the list of
applications that are
visible to the user.

To specify which applications are visible:
1 Perform the appropriate actions in the previous table.

2 Do one of the following:

§ Click Finish to create the user.

§ Click Back to return to specifying which clients are visible to the user.
§ Click Next to specify additional preferences.

§ Click Cancel to go back to the list of users without creating this user.

-19 -
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Specifying Which Audience Lists Are Visible

User Management > New User

Configure which audience and suppression lists the user can see.

Awailable Audience Lists .
eh -

Example Audience

grid_publizher_audience

PollBuilder-2332
PollBuilder-2336
PollBuilder-2341
PallBuilder-2244
FPollBuilder-2347
PollBuilder-2350
PollBuilder-2353
PollBuilder-235&
PollBuilder-2359
PollBuilder-2363
PollBuilder-2370
PollBuilder-2374
PollBuilder-2375
PollBuilder-2377
PollBuilder-2350
PollBuilder-2351
PollBuilder-2386
PollBuilder-23583

FollBuilder-2292

1/79

[ cancel J l < Back H Mext = J l Finish J

You select the audience lists a user can see from the list of Available Audience Lists.

To...

Do this...

Details

Make an audience

1 Select the audience list(s) from the

Only the audience lists that are

-920 -
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list visible Available Audience Lists.
2  Click the right arrow.

visible to you appear in the list.
This means that you cannot give
a user permission to use a
suppression list that you don't
have permission to use.

To select multiple audience lists,
select one list, and then while
holding down the Cirl key, select
another list.

To select multiple contiguous
lists, select the first list, and then
while holding down the Shift key,
select the last contiguous list.

Make an audience 1 Select the audience list(s) from the
list invisible Visible Audience Lists.

2 Click the left arrow.

You can select multiple lists as
indicated above.

To specify which audience lists are visible:
1 Perform the appropriate actions in the previous table.
2 Do one of the following:

§ Click Finish to create the user.

§ Click Previous to return to specifying which applications are visible to the user.

§ Click Next to specify additional preferences.

§ Click Cancel to go back to the list of users without creating this user.

-21 -
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Specifying Which Suppression Lists Are Visible

User Management > New User

A _Anton_suppression

Configure which audience and suppression lists the user can see.

Awailable Suppression Lists

os1

Yisible Suppression Lists

.\.

l Cancel J l < Back H Mext = J l Finish J

\I

To...

You select the suppression lists a user can see from the list of Available Suppression Lists.

Make a suppression

Do this...

Details

1 Select the suppression list(s) from

Only the suppression lists that

-22 -
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list visible

the Available Suppression Lists.

2  Click the right arrow.

are visible to you appear in the
list. This means that you cannot
give a user permission to use a
suppression list that you don't
have permission to use.

To select multiple suppression
lists, select one list, and then
while holding down the Cirl key,
select another list.

To select multiple contiguous
lists, select the first list, and then
while holding down the Shift key,
select the last contiguous list.

Make a suppression
list invisible

1 Select the suppression list(s) from

the Visible Suppression Lists.

2 Click the left arrow.

You can select multiple lists as
indicated above.

To specify which suppression lists are visible:
1 Perform the appropriate actions in the previous table.
2 Do one of the following:
§ Click Finish to create the user.
§ Click Back to return to specifying which audience lists are visible to the user.
§ Click Next to specify additional preferences.
§ Click Cancel to go back to the list of users without creating this user.

-23-
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Specifying Which Features Are Visible

=

User Management > New User

¥iew and configure all application permissions. Click the Yalue to change
the permission.

Revert
AA Priaritization Key | Source | ¥alue |
Adrninistration b ] Audience
Data Directar b [ Content
e-Repotts b [ Execute
Inzight Builder D Export Default
Precizion Central > Links
(i Mailing Cond
D Proof Default
[ Search
D Symbaols Cefault
[ Cancel J l < Back J | Mext = | l Finish J

A%

Within each application that the user can use, you can enable, disable, or specify the default value for
individual features and settings.

-24 -
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To... Do this...

Details

Disable a feature 1

Select the application.

You can only disable features for

2 Select the feature. which "no" is an available value in
3 In the Value column, select the Value column.
"no."
Enable a feature 1 Select the application.
2 Select the feature.
3 In the Value column, select

llyes- n

Specify the default value 1
of a feature 2

Select the application.
Select the feature.

In the Value column, select a
value.

Use the default values
and permissions for this
user

Click Revert.

To specify which audience lists are visible:
1 Perform the appropriate actions in the previous table.

2 Do one of the following:

§ Click Finish to create the user.
§ Click Back to return to specifying which applications are visible to the user.
§ Click Cancel to go back to the list of users without creating this user.

-925-
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Editing a User

You can edit an existing user by doing the following:

1 View the list of users.

2 Click Edit User.

3 Click the appropriate tab to change the user permissions, as follows:

General - Basic user information, including the role, status, and identifying user information
Clients - Client(s) the user can access

Applications - Applications the user can access

Audience Lists - Audience lists the user can use

Suppression Lists - Suppression lists the user can user

Advanced - Features and default setting of the applications that the user can use
4  Click Save.

w W W W W W

-7 -
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Modifying User Information

. ™
User Management > Jane Song

General Clients Applicatd... Audience... Suppress... Advanced

These settings allow you to maintain your own username and password.

Role: L& User - J
Status: LH Active r J
First Hame: Jane

Last Mame: Song

User Mame: # j=0ng
Password:

[ Generate Mew Password J

Titde: Rezponse Management Associate

Department: L Response Manageme vJ

Phone: |3359 | Extension: | 2359

Email Address: jsong@e-dialog.corm

l Save H cancel J

To modify user information:
1 Assignarole.

For most users, you select User as the role. However, if you want the user to be able to create and
update users, assign them to the Domain Administrator role.

-28-
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Assign a status.

Usually, you select the Active status. However, if you do not want the user to have access to the
applications, features, and audiences, you specify Inactive or On Hold as the status. Generally,
you select Inactive to deny access to a user permanently; On Hold is for temporary use.

Modify information about the user, as applicable, including:
8 First and last name
§ User name
Note: The user name must be unique.
§ Title and department
§ Contact information, including phone number and e-mail address.
When you have completed providing the information, do one of the following:
§ Click Save to update the user information.
§ Click the appropriate tab to modify additional preferences.
§ Click Cancel to go back to the list of users without modifying the information for this user.

-29-
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Modifying Which Clients Are Visible

User Management : Jane Song

General clients | Applicati... | Audience... | Suppress... Advanced |

Configure which clients are visible to the user.

l Add J. Delete | | Use As Default | Filter

DEMS Client [Default]

e-Dizalog

oz

l Save Jl cancel J

W :

Typically, you make one client visible to a user; however, you can make multiple clients visible to a
user. All of the clients in the list are visible to the current user.

Note: The Filter button is visible only to Global Administrators.

-30 -
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To... Do this... Details

Add a client to the list of 1 Click Add. The clients that appear in the

visible clients 2 Select the client(s) to list are those that you have
add to the list. permission to see.

Make a client invisible to the | 1  Highlight the client.

user 2 Click Delete.

Make the selected client the | 1  Highlight the client. You can make clients other

one that is visible to all 2 Click Use As Default. than the default visible or

users that you create by invisible for each user.

default

To modify which clients are visible to this user:
1 Change the clients list, as indicated in the previous table.
2 Do one of the following:
§ Click Save to update the user information.
§ Click the appropriate tab to modify additional preferences.
§ Click Cancel to go back to the list of users without modifying the information for this user.
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Modifying Which Applications Are Visible

General Clients

l Add J Delate

Yisible Applications
Content Direckar
Precision Dashboard
[rata Director
e-Reports

Help

Poll Builder

Wealcorne

Default Application:

Applicat...

User Management > Jane Song

Audience...

Suppress...

.

Advanced

Configure which Precision Central applications are visible to the user.

L Select Default Application

Filtar

l Save H cancel J

You select the applications that the user can see from the list of Visible Applications.

To...

Do this...

Details

Add an application to the list

1 Click Add.

Only the applications that
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of applications that are
visible to the user

2 Select the application(s)
to add.

are visible to you appear
in the list. This means that
you cannot give a user
permission to use an
application that you don't
have permission to use.

In addition, if the default
list does not include all of
the possible visible
applications, you can add
an application to make it
visible to a particular user.

Remove an application from
the list of applications that
are visible to the user

1 Select an application.
2 Click Delete.

To select multiple
applications, select one
applications, and then
while holding down the
Ctrl key, select another
application.

To select multiple
contiguous applications,
select the first application,
and then while holding
down the Shift key, select
the last application to
select.

Set the list of applications as
the default list for
subsequent users

1 Addand remove
applications so that the
list includes the
applications you intend.

2 Click Use As Default.

The default list includes
the applications you want
to be visible to most
users. You can then add
or remove applications to
make them visible to
specific users.

Narrow the list of
applications that appear in
the list

1 Click Filter.
2

To modify which applications are visible to this user:
1 Perform one of the actions in the previous table.
2 When you have completed providing the information, do one of the following:
§ Click Save to update the user information.
§ Click the appropriate tab to modify additional preferences.

§ Click Cancel to go back to the list of users without modifying the information for this user.
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Modifying Which Audience Lists Are Visible

User Management > Jane Song

General Clients Applicati... Audience... SUppress... Advanced

Configure which audience and suppression lists the user can see.

Awailable Audience Lists . Visible Audience Lists

PollBuilder-2332 -
PollBuilder-2326
PollBuilder-2341
PallBuilder-2344
PollBuilder-2347

PaollBuilder-2350

FollBuilder-22532

PaollBuilder-22356

PollBuilder-2359

PaollBuildar-2362 -

FollBuilder-2270

PallBuilder-2374
PollBuilder-2375
Polleuilder-2377
PollBuilder-2350
PallBuilder-23281
PollBuilder-2386
PollBuilder-2389
PollBuilder-2392

PaollBuilder-22932

Polluilder-2394 r
oy 79

l Save Jl Cancel J

You select the audience lists a user can see from the list of Available Audience Lists.

To... Do this... Details

Make an audience 1 Select the audience list(s) from the | oply the audience lists
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list visible Available Audience Lists. that are visible to you

2 Click the right arrow. appear in the list. This
means that you cannot
give a user permission
to use a suppression list
that you don't have
permission to use.

To select multiple
audience lists, select
one list, and then while
holding down the Cirl
key, select another list.

To select multiple
contiguous lists, select
the first list, and then
while holding down the
Shift key, select the last
contiguous list.

Make an audience 1 Select the audience list(s) from the | you can select multiple
list invisible Visible Audience Lists. lists as indicated above.
2 Click the left arrow.

To modify the audiences a user can see:
1 Perform one of the actions in the previous table.
2 When you have completed providing the information, do one of the following:
§ Click Save to update the user information.
§ Click the appropriate tab to modify additional preferences.
§ Click Cancel to go back to the list of users without modifying the information for this user.
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Modifying Which Suppression Lists Are Visible

{ =
User Management : Jane Song

General Clients Applicati... Audience...  Suppress... Advanced

L L L

Configure which audience and suppression lists the user can see.

Available Suppression Lists Visible Suppression Lists

QA_Anton_suppression

of1

l Save H cancel J

.\.

You select the suppression lists a user can see from the list of Available Suppression Lists.

To... Do this... Details

Make a suppression | 1 Select the suppression list(s) from | only the suppression
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list visible the Available Suppression Lists. lists that are visible to

2 Click the right arrow. you appear in the list.
This means that you
cannot give a user
permission to use a
suppression list that you
don't have permission to
use.

To select multiple
suppression lists, select
one list, and then while
holding down the Cirl
key, select another list.

To select multiple
contiguous lists, select
the first list, and then
while holding down the
Shift key, select the last
contiguous list.

Make a suppression | 1 Select the suppression list(s) from | yoy can select multiple
list invisible the Visible Suppression Lists. lists as indicated above.
2 Click the left arrow.

To modify the audiences a user can see:
1 Perform one of the actions in the previous table.
2 When you have completed providing the information, do one of the following:
§ Click Save to update the user information.
§ Click the appropriate tab to modify additional preferences.
§ Click Cancel to go back to the list of users without modifying the information for this user.
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Modifying Which Features Are Visible

=,

User Management > Jane Song
General Clients Applicat... Audience... SUppress... Adwanced
¥iew and configure all application permissions. Click the ¥alue to change
the permission.
Revert
Adrinistration [ Audience
Campaign Builder b [ Configuratia
[rata Director [ Content
e-Reparts B[] Execute
Inzight Builder [ | Export Cefault
Precizion Central [ Links
b [ Mailing Conf
|_'] Proof Cefault
[ Search
[ ] syrbols Default
l Save J l Cancel J
To... Do this... Details

Disable a feature

1 Select the application.
2 Select the feature.

You can only disable features for
which "no" is an available value in
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3 In the Value column, select the Value column.
llno-ll
Enable a feature 1 Select the application.

2 Select the feature.

3 In the Value column, select
llyes-ll

Specify the default value | 1  Select the application.
of a feature 2 Select the feature.

3 In the Value column, select a
value.

To modify the features a user can see:
1 Perform one of the actions in the previous table.
2 When you have completed providing the information, do one of the following:
§ Click Save to update the user information.
§ Click the appropriate tab to modify additional preferences.
§ Click Cancel to go back to the list of users without modifying the information for this user.

Applying Permissions from Another User

To apply the permissions from one user to another user:

View the list of users.

Select the user to whom you want to apply the permissions.
Click Inherit Preferences.

Select the user whose permission to apply to the selected user.
5 Click Apply.

A W DN B

Note: If you are currently logged in as a Domain Administrator, you can only perform the Inherit
Preferences action on users with the User role; you cannot perform the Inherit Preferences action on
yourself.

Removing Blocking

If a user performs certain actions, for example attempting to log in with an incorrect user name or
password a specific number of times, User Management blocks their access to e-Dialog Precision
Central applications.

To remove the block on the user:

1 View the list of users.

2 Click Remove Blocking.

3 Select the user(s) for whom you want to remove the block.

4  Click Clear.

To remove the block on an IP address:
1 Click the Bad IP tab.
2 Select the IP.
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3 Click Clear.
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Campaign Builder 7 Permissions

The sections in this document are not organized to match the permission groups in User
Management. For the most part, they are intended to correspond to the cell tabs in Campaign Builder.

To find information about a specific permission, try to map it to the corresponding Campaign Builder
page. For example, to control which mailings are accessible to a particular user, see Mailing
Permissions (on page 42). To control which cells are accessible to a particular user, see Configuration

Tab (on page 43).

General Permissions

Area Description

Permission

Time Time zone to use

Configuration >

Time Zone

Format to use to display
time

Configuration >

Time Display

Whether the user can use
Quick Test

Permissions

Configuration >
Can Use Quick Test

Whether the user can view
the Cell Toolbar

Configuration >
Show Cell Toolbar

Whether the user can use
previous Campaign Builder
preferences when using
Campaign Builder 6

Migration

Configuration >

Inherit CB5 Preferences

Whether the user can
migrate existing mailings to
Campaign Builder 6

Configuration >

Can Migrate Old Mailings
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Search Whether the user can see Search >
all client mailings Search Superuser
Start date to display in the Search >
search filter (days before
Date Range Start
today)
End date to display in the Search >
search filter (days after Date Range End
today)
DNS DNS for the return address | Configuration >

Mailbox DNS

DNS for links in the e-mail

Configuration >
Redirect DNS

Meter Queue

Whether to display the
meter queue

Configuration >

Show Meter Queue

Cell Configuration

Whether the user can see
all configuration options for
a cell

Configuration >

Cell Configuration Super
User

When to stop checking for
HTML capability

Configuration >

Detect Expires

Feeder Risk

Whether the user can see
the feeder risk field

Configuration >
Feeder Risk

Default feeder risk value for
new cells

Configuration >

Feeder Risk Value

Mailing Priority

Whether the user can
specify the mailing priority

Configuration >
Priority

Default value of the mailing
priority

Configuration >

Priority Value

Mailing Permissions

Area Description Permission

Channel Allowed e-mail channels Mailing Configuration >
Mailing Channels

Type Allowed e-mail types Mailing Configuration >

Mailing Types
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Categories (UDFs) Whether the user can Mailing Configuration >
select this mailing UDFx Select
category
(where x is a value between
1 and 5, inclusive)
Values the user can select | Mailing Configuration >
for this mailing category UDFx Permissions
(where x is a value between
1 and 5, inclusive)
Category value selected Mailing Configuration >
by defauit UDFx Default
(where x is a value between
1 and 5, inclusive)
Configuration Tab

The following permissions set values and defaults that appear in the cell Configuration Tab of

Campaign Builder.

Area Description Permission
Categories Whether the user can select | Configuration >
this cell category UDFx Select
(where x is a value between
1 and 5, inclusive)
Values the user can assign Configuration >
to this cell category UDFx Permissions
(where x is a value between
1 and 5, inclusive)
Category value selected by | Configuration >
defauilt UDFx Default
(where x is a value between
1 and 5, inclusive)
Unsub Unsub templates the user Configuration >

can access

Unsub Permissions

DNS to use for unsub link

Configuration >
Unsub DNS

Forward-to-a-Friend

Forward-to-a-Friend
templates the user can
access

Configuration >

FTF Permissions
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Deliverability

Whether the user can turn
deliverability monitoring on
or off

Configuration >

Deliverability Monitoring
Select

Whether deliverability
monitoring is on or off

Configuration >

Deliverability Monitoring
Default

URL Redirect Expiration

Whether the user can
specify the URL redirection
expiration value

Configuration >

Redirect Expiration

Number of days to keep
URL redirection in effect

Configuration >

Redirect Expiration Value

Optional Headers

Whether the user can enter
optional headers

Configuration >

Optional Headers

Default value of optional
headers

Configuration >

Optional Headers Value

Web Analytics Whether the user can see Configuration >
Web Analytics Display Web Analytics
Default value that appears Configuration >
i;‘rg;;g‘?v?] Analytics Web Analytics Default
Audience Tab
The following permissions set values and defaults that appear in the cell Audience Tab of Campaign
Builder.
Area Description Permission
Advanced Export Options Whether the user can select | Audience >

Advanced Export Options

Advanced Export

Audience

Audience lists the user can
view

Audience >

Audience Permissions

Whether the user can see all
audience/suppression lists
with no limitations

Audience >

Audience Superuser

Suppress Wireless Domains

Whether the user can select
the Suppress Wireless
Domains value

Audience >

Commercial Flag

Suppress Wireless Domains
value

Audience >
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Commercial Flag Value

Deduping Criteria Criteria the user can use to Audience >

remove duplicates Default Dedupe Expression

Unsub Suppression Whether the user can select | Audience >
the Undeliverable

. Override Undel Suppression
Suppression value

Undeliverable Suppression Whether the user can select | Audience >

the Unsub Suppression Override Unsub Suppression

value
Suppression Suppression lists the user Audience >
can view . .
Suppression Permissions
Default Suppression List Mandatory suppression lists | Audience >

assigned on a per user basis Default Suppression List

Content Tab

The following permissions set values and defaults that appear in the cell Content Tab of Campaign
Builder.

Area Description Permission

Content Whether the user can read Content >
and write content and can
assign users permission to
read and write individual
content objects

Administrator

Links Tab

The following permissions set values and defaults that appear in the cell Links Tab of Campaign
Builder.

Area Description Permission

Categories Whether the user can select | Links >
this URL category UDFx Select

(where x is a value between
1 and 5, inclusive)

Set the value of this
permission to yes to
change from a text box to a
drop-down list.
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Values the user can assign Links >
to this URL category UDFx Permissions
(where x is a value between
1 and 5, inclusive)

Category value selected by Links >
default UDFx Default

(where x is a value between
1 and 5, inclusive)

Proof Tab

The following permissions set values and defaults that appear in the cell Proof Tab of Campaign
Builder.

Area Description Permission

Send proof e-mails Whether the user can send Proof
proof e-mails

Export Tab

The following permissions set values and defaults that appear in the cell Export Tab of Campaign
Builder.

Area Description Permission

Create data file Whether the user can Export
generate the export data file

Execute Tab

The following permissions set values and defaults that appear in the cell Execute Tab of Campaign
Builder.

Area Description Permission
Send e-mail Whether the user can send Execute >
final e-mail Send Mail

- 46 -



Content Library Permissions

Wednesday, October 07, 2009

Area

Description

Permission

Notifications

e-mail address to send
e-mail to when the content
has been validated by
e-Dialog

Validation Notification

Categories

Whether the user can view
this content category

Content UDFx View

(where x is a value between 1 and
5, inclusive)

Whether the user can select
the value for this category

Content UDFx Select

(where x is a value between 1 and
5, inclusive)

Values the user can select
for this category

Content UDFx Permissions

(where x is a value between 1 and
5, inclusive)

Default value for this
category

Content UDFx Default

(where x is a value between 1 and
5, inclusive)

Data Director Permissions

Area

Description

Permission

Permissions

Users who can assign
permissions to lists

Super Users

Default date range to
determine which audience
lists appear in the list of
audiences

List Search Date Range

User Permissions

Whether the user can assign
permissions to others

Edit Permissions

Whether the user can see a
list of users that have
access to an audience

List Permissions

Whether the newly created
list is added to the user's
audience permissions

Add to Audience Permissions

List of users that can assign

User List
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list permissions

List management Whether the user can create | Create List
an audience list
Whether the user can edit Edit List
an audience list
Whether the user can delete | Delete List
an audience list
Whether the user can clone | Clone List
an audience list

Data management Whether the user can Import Data

upload or import data to the
Master Database

Whether the user can import
data to the Master Database
without overwriting existing
data

Import No Overwrite

Whether the user can import
data to the Master
Database, overwriting
existing data, but not with
null values

Import Limited Overwrite

Whether the user can import
data to the Master
Database, allowing existing
data to be replaced by null
values

Import Full Overwrite

Whether the user can elect
to make the first letter in the
first word of each field
capitalized when importing
data to the Master Database

Import Initial Cap

Whether the user can export
data from the Master
Database

Export Data

Whether the user can use
values in a column to
identify a list

Use List Key

e-mail address to send
notification to when a data
export is complete

Notification

Default location to which
data files are uploaded

Upload Data File Basepath
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Location to which uploaded
files are moved for
processing

Import Basepath

eReports Permissions

Area

Description

Permission

Filtering Mailing List by Date

Start date to use to
determine mailings to
display in the mailing list

Date Range Start

Filter Mailing List by

Whether the user can see

Mailing UDFx View

Categories this mailing category (where x is a number
between 1 and 10, inclusive)
Whether the user can select | Mailing UDFx Select
values for this mailing (where x is a number
category between 1 and 10, inclusive)
Value selected for this Mailing UDFx Default
category by default (where x is a number
between 1 and 10, inclusive)
Values the user can select Mailing UDFx Permissions
for this mailing category (where x is a number
between 1 and 10, inclusive)
Reports Reports that the user can Report Permissions

view

View to use for eReports

Reporting View

Whether the user can
update the report on
demand

Can Refresh Report

Whether the user can view a
chart to represent a
mailing's statistics

Visual eReports

Table to use for eReports

Report Table

Columns to include in
reports

Reporting Columns

Whether the user can see
custom columns

Custom Columns

Column to use to sort

Order By Column
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Whether the user can see
the URL categorization
report

Category Report

Whether the user can
refresh reports that contain
URL categorization

Categories On Refresh

Symbol to put in front of
currency

Currency Prefix

Pulse Reports

Whether the user can view
Pulse Reports

Pulse Report

Whether the user can see
the Pulse Reports link

Show Pulse Report Link

Sorting

Whether to sort in ascending
or descending order

Order By

Column to use to sort

Order By Column

Insight Builder Permissions

Area Description Permission

Queries Whether the user can Create Query
create a query
Whether the user can Delete Query
delete a query

Audience Whether the user can Advanced Audience
split audiences
Whether the user can Uses Views
set views for others
(limited to Insight
Builder Super Users)

Lists Whether the user can Create List
create an audience list

Precision Central Permissions

Area Description Permission

Dates and Time

Default format for dates

Profile > Date Format
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Whether to display time
in 12 or 24 hour format

Profile > Time Format

Time zone to use

Profile > Time Zone

Whether to use Daylight
Savings Time

Profile > DST

Clients Clients that the user Available Clients
can see
Client the user sees by | Profile > Default Client
default

Applications Application that the Default Application

user sees after logging
in to Precision Central

Applications that the
user has access to

Available Applications

Whether the user can
use application name

Applications >

application name

List of contacts,
including Account Team

Profile > Contacts

Permissions

Whether the user can
see Help

Profile > Help On

Whether the user can
see User Profile link

Profile > Modify User
Profile

List of clients that
appears in the
drop-down

Profile > My Clients

Whether to require
HTTPS

Profile > Require HTTPS

Whether the user is
internal or external

Profile > User Type
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